|  |
| --- |
| 14 54 30 78 65 |
|  |

Part 1 Mods:

14\* /26 = .4(Rounded to 0) or 14

54\* – 26 = 28 - 26 = 2

30\* – 26 = 4

78\* – 26 = 52 – 26 = 26 – 26 = 0

65\* - 26 = 39 – 26 = 13

Part 2 How I Decrypt The Message:

What I did for example:

78\* – 26 = 52 – 26 = 26 – 26 = 0

I would take 26 away until it matches a value on the board.

Part 3 Value:

0 or 14\* = A or O

2\* = C

4\* = E

0\* = A

13\* = N

Word: OCEAN

(12011)3

Hello Raquel, I also use time management every day. Like you I work full time and have school, so I have to use my time responsible and make sure I get sleep for both of them. A calendar sounds like a very good tool t use to manage you time for each day. I mostly use alarms, I know you probably do too. I agree with you when you said that if you were inconsistent with your deadlines and home activities, there will be things that you may miss and might not do them in a timely matter. I think it would be hard for me to use and change into another metric system, but I think I would get used to it after a while.
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The importance of using effective systems for data encryption is that it helps protect data. It protects it’s whether if it’s private information, or sensitive data. It is also effective because if a person that doesn’t have permission get access to it will be hard for them to understand it and read it. The two types of cryptography systems I picked are Symmetric-key algorithms, and Asymmetric algorithms. I think Symmetric-key algorithms is better because the encryption process is faster, and can handle larger amounts of data.

B = 1 (mod 26)

O = 16 (mod 26)

N = 15 (mod 26)

U = 22 (mod 26)

S = 20 (mod 26)

26, 416, 364, 572, 520

Re-encrypting the message I switch the letters into numbers, making the letter mathematical symbols